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Chaos-based cryptography, attracting many researchers in the past decade, is a research field across two fields, i.

e., chaos (nonlinear dynamic system) and cryptography (computer and data security). It Chaos' properties, such

as randomness and ergodicity, have been proved to be suitable for designing the means for data protection. The

book gives a thorough description of chaos-based cryptography, which consists of chaos basic theory, chaos

properties suitable for cryptography, chaos-based cryptographic techniques, and various secure applications

based on chaos. Additionally, it covers both the latest research results and some open issues or hot topics. The

book creates a collection of high-quality chapters contributed by leading experts in the related fields. It

embraces a wide variety of aspects of the related subject areas and provide a scientifically and scholarly sound

treatment of state-of-the-art techniques to students, researchers, academics, personnel of law enforcement and

IT practitioners who are interested or involved in the study, research, use, design and development of

techniques related to chaos-based cryptography. .
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